
 

 

 

 

 

 

 

 

 

  

 

 

 

 

# Compliance and re-certification 

During the last 6 to 8 weeks we have been preparing to recertificate for both our PCI DSS and Cyber 

Essentials certifications. These are both annual commitments the business has to undertake to remain 

security compliant.  We have successfully passed both our Cyber Essentials and  PCI DSS assessments.   

 

What you need to do to satisfy the PCI requirements ? 

Determine which self-assessment Questionnaire (SAQ) your 

business should use to validate compliance.  

Complete the self-assessment Questionnaire according to 

the instructions it contains. 

Complete and obtain evidence of a passing vulnerability scan 

with a PCI SSC Approved Scanning Vendor (ASV). 

Submit the SAQ, evidence of a passing scan and the 

Attestation of compliance, along with any other requested 

documentation. 

What does it mean to be PCI DSS compliant? 

The Payment Card Industry Data Security Standard (PCI DSS) 

is a set of security standards designed to ensure that ALL 

companies that accept, process, store or transmit credit card 

information maintain a secure environment. 

A primary objective of the UK Government's National Cyber 

Security Strategy is to make the UK a safer place to conduct 

business online, all suppliers must be compliant with the new 

Cyber Essentials controls if bidding for government contracts 

which involve handling of sensitive and personal information and 

provision of certain technical products and services. 

What is Cyber Essentials ??.... 

The Cyber Essentials scheme identifies some fundamental 

technical security controls that an organisation needs to have in 

place to help defend against Internet-borne threats 


